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Explain in details wireless

Describe incident response

security offered bv 802. I t rvith neat diagrarn.

methodolo gy rvith diagram.

Q. 6 , Write short, nbte on:

l. Windo\\rs Yulnerabilities-:- " -

2. Operating system securifY

' 3. Federaied Identity Management
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N. B:
l. Question No. I is CornPulsor\'.
2. Solve any* THRE,E front Question No. 2 to 6.

3. Drar,v neat well labeled diagram u,herever necessary

Q. I a) Explain access control policies in detail.

b) Describe the concepts of covert channel in detail-

c) What is the concept of cross site scripting? Describe with example.

d) Explain the cybercrimes in detail.

Q.2 Describe session hiiacking in detail.

Explain salamr attack and lineari zatton attack.

Q. 3 a) What is phishing and pharming'? Explain it u,'ith example.

t ) Explain bell -LaPadula model r,vith neat diagram.

Q. 4 a) Explain possible attacks on wireless LAN in detail.

b) Describe copyrights and intellectual property in details.
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