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Ii.B. : (l) Question No I is Clompulsory.
(2) Atternpt any three ciuestions out of the remaining five.
(3) Aii questions carry equal marks.
(4) Assume suitable data, if required and statc it clearly.

[]Iax Marks:801

Solve any fivc of tl,e fbilowine questions

List any five difference betu,een RADIUS and TACAS

Er-plain cross site scripting

What is u'ireicss intrusion prevention svstent .What are the tlireats that can be preventecl b-v

a g.od WIPS:

List any five Cifferen;e betrveen SAML and OAUTH
Exnlain Cross-Srrc Requcst ttrorgery.

Erplain Incident Response Plans Plan.

Explain static and dynamic biornetric authentication methodsT

Explain multilevel database security with e;.iarnples.
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(a) Explain the working of VPN with neat diagram

(b) Explain Data Protection in Cloud

(a) What is a firervall'JExplain the different rypes of firewall

(b) Explain the basic steps of risk analysis

(a) What is a rnalware?.Explain any five malware in Cetail
(b) What is peneiration testing? Explain the three types of penctrarion testing.
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Explain Account harvesting,web bug a.nd clickjacliing techniques

Explain A3,A8 algorithm used in GSM architecture with neat diagram
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